Instruções para uso:

Após a criação do banco, necessário cadastrar um usuário ativo no sistema, pode-se utilizar um e-mail válido, e recuperar a senha ao tentar acessar o sistema, ou criar uma senha MD5 conforme exemplo abaixo para a senha **123**

“**202cb962ac59075b964b07152d234b70**”

A validação é feita com a senha mantendo a responsabilidade da segurança pelo usuário, portanto caso haja um e-mail válido é possível fazer a alteração da mesma.

A chave de validação é gerada por uma Guid.NewGuid(), sendo assim qualquer alteração no cadastro é gerada uma nova chave.

Foi utilizado JWT para a validação de autenticação, as ações de cadastro update e delet só podem ser feitas através da validação JWT com token ativo.